# Top 10 SANS Policies

**Acceptable Use Policy**  
Defines acceptable use of equipment and computing services, and the appropriate employee security measures to protect the organization's corporate resources and proprietary information.

**Anti-Virus Process**  
Defines guidelines for effectively reducing the threat of computer viruses on the organization's network.

**Dial in Access Policy**  
Defines appropriate dial-in access and its use by authorized personnel.

**E-mail Policy**  
Defines standards to prevent tarnishing the public image of the organization.

**Password Protection Policy**  
Defines standards for creating, protecting, and changing strong passwords.

**Remote Access Policy**  
Defines standards for connecting to the organization's network from any host or network external to the organization.

**Removable Media Policy**  
Defines coverage of all computers and servers operating in an organization.

**Server Security Policy**  
Defines standards for minimal security configuration for servers inside the organization's production network, or used in a production capacity.

**VPN Security Policy**  
Defines the requirements for Remote Access IPSec or L2TP Virtual Private Network (VPN) connections to the organization's network.

**Wireless Communication Policy**  
Defines standards for wireless systems used to connect to the organization's networks.