Don’t let the sun set on community cyber security.
Attend the next tabletop exercise to find out how to sustain the momentum.

Tabletop Exercise 2

Technology has influenced every part of our lives including first response and emergency management. Being prepared means understanding our reliance on technology and the risk that entails.

This community cyber security exercise is designed for senior leadership and decision makers. The goal of the exercise is to encourage discussion and to address cyber security information sharing within the community. We all have a responsibility for protecting our community. Attend the next tabletop exercise to find out how to sustain the momentum in your community.

http://cias.utsa.edu
Overview

The second tabletop exercise is a discussion-based exercise. Representatives from individual sectors are placed at a sector-based tables. The goal of this exercise is to encourage representatives from different organizations to share information, discuss vulnerabilities, policies and procedures and mitigation strategies.

Participants work through a series of events designed to address key cyber security issues. A CIAS-trained facilitator is present at each table to guide the discussion and provide discoverable details pertaining to each event in the scenario.

Typical Attendees

Law Enforcement (all levels)
Emergency Communications / 9-1-1 Public Safety Answering Points
Mayor, City Council, Parish Officials, Administrative Departments
Fire / Rescue
Telecommunications / Internet Service Providers
Major public and private organizations in the community
Utilities, healthcare, financial, education, service, manufacturing