Don’t let cyber security issues run your organization aground.
Attend the tabletop exercise to find out how to stay afloat.

Tabletop Exercise 1

Communities and organizations are increasingly dependent on technology and each other. From personal and financial information to critical communications and emergency response, we are more connected than ever before.

The community cyber security tabletop exercise is designed for community leaders to increase their awareness and understanding of this complex and interconnected landscape. The exercise encourages discussion through a series of cyber security events. Everyone has a responsibility when it comes to protecting our community, come find out how you can help.

http://cias.utsa.edu
Overview

The first Tabletop Exercise (TTX) is a cross-sector discussion based exercise. Representatives from multiple sectors are placed at each table. The goal of this exercise is to encourage group discussion about vulnerabilities, policies and procedures, and mitigation strategies.

All participants work through a scenario containing a series of events designed to address key cyber security issues. A CIAS-trained facilitator is present at each table to guide the discussion and to provide discoverable details pertaining to each event in the scenario.

Typical Attendees

- City, County, some State Officials – Community Leadership
- Emergency Services, First Responders, Disaster Preparedness
  - Law Enforcement, Fire / Rescue, Medical
  - Emergency Operations Centers, Fusion Centers
- Critical infrastructure Providers – Public and Commercial
  - Power, Water, Telecom, ISPs, Transportation (Air, Rail, Water, Road)
- Chambers of Commerce / Economic Development Organizations
- Major commercial community organizations
  - Services, Financial, Industrial, healthcare – CIOs and Senior IT staff members
- Public Schools, Colleges, Universities
- Military – Active, Guard Reserve
- Visitors – Invited VIPs (Senators, Representatives, Governor)
- Media – Involvement determined by community